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TAB A - Cover Page & Statement of Understanding  

 

 

Dear North Central Texas Council of Governments Selection Committee, 

 

Infosec, a Cengage Group company, is excited about the prospect of partnering with the North Central Texas 

Council of Governments to meet and even exceed the expectations outlined in your project specifications. Our 

comprehensive cybersecurity technical skills platform is specifically designed to cater to the needs of large 

government systems. We understand that the North Central Texas Council of Governments is reviewing educational 

options for various employees and are extending our cybersecurity skills platform as an option for education.  

 

At Infosec, we place people at the center of cybersecurity.  Recognized as the leading provider of cybersecurity 

awareness training, we are a top industry vendor for IT and security professionals looking to advance their careers 

through our certification boot camps and the on-demand upskilling platform, Infosec Skills. 

 

We provide world-class support and onboarding, highlighted by a white-glove experience led by dedicated 

Customer Success Managers (CSMs). These CSMs are committed to ensuring a smooth and effective program 

implementation for Clark County School District, providing both individual attention and collective administrative 

training as required. Our flexibility extends to fully managed services, with the potential to include students in the 

program scope at a later stage if desired. 

 

Content is at the heart of our offerings. Our award-winning content team consistently updates and expands our 

library, producing new materials that adhere to NIST cybersecurity training recommendations.  

 

We are eager to bring our expertise and passion for cybersecurity education to the North Central Texas Council of 

Government, helping to safeguard your network and enhance the cybersecurity skills of your employees. 

 

Thank you for considering our proposal. 

 

Sincerely, 

Jennifer Thanas | Enterprise Account Executive 

Infosec, a Cengage Group Company 

jennifer.thanas@cengage.com | 508.731.3294 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

https://www.infosecinstitute.com/globalassets/downloads/infosec-iq-nist-training-standards.pdf
mailto:jennifer.thanas@cengage.com
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TAB B - Key Personnel  

 

Learn more about North Central Texas Council of Government’s Support Team from Infosec:  

• Jennifer Thanas: Enterprise Account Executive 

o  https://www.linkedin.com/in/jennifer-thanas/ 

• Kevin Angeley: Solutions Engineer    

o  https://www.linkedin.com/in/kevinangeley/ 

• Jarrod Mayes: Head of Sales 

o https://www.linkedin.com/in/jarrod-mayes-59a61595/ 

• Jordan Filip: Sr. Director of Customer Success 

o https://www.linkedin.com/in/jordan-filip/ 

• Additional Contacts including Management can be provided upon request. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

https://www.linkedin.com/in/jennifer-thanas/
https://www.linkedin.com/in/kevinangeley/
https://www.linkedin.com/in/jarrod-mayes-59a61595/
https://www.linkedin.com/in/jordan-filip/
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TAB C - References  

 

Learn more about Infosec’s Online Reviews:  

• Infosec on G2 for Medium and Large Enterprises: 

o https://www.g2.com/products/infosec-infosec-skills/reviews  

• Infosec Skills reviews on Gartner’s Peer Insights:  

o https://www.gartner.com/reviews/market/digital-learning-content-

providers/vendor/infosec/product/infosec-skills 

 

NASA 

Gretchen Morris 

gretchen.a.morris@nasa.gov 

(216) 433-2836 

 

Texas Tech University 

Olatunji Adeyanju 

olatunji.adeyanju@ttu.edu 

(806) 834-6130 

 

Florida Southwestern University 

Mary Myers 

mmyers@fsw.edu 

(239) 489-9405 

 

NYC Department of Health 

Fazle Chowdhury 

fchowdhury@health.nyc.gov 

(332) 257-0940 

 

 

 

 

 

 

 

 

 

https://www.gartner.com/reviews/market/digital-learning-content-providers/vendor/infosec/product/infosec-skills
https://www.gartner.com/reviews/market/digital-learning-content-providers/vendor/infosec/product/infosec-skills
mailto:gretchen.a.morris@nasa.gov
tel:(216)%20433-2836
mailto:olatunji.adeyanju@ttu.edu
tel:2394899405
tel:3322570940
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TAB D - Project-Related Experience and Qualifications  

 

5.2.1 Provide a general organizational chart for customer service issues.  

Customers are supported by a multi-tiered technical support team and their client success  

manager. These teams are staffed from Monday – Friday 8am – 5pm Central time. Any  

issues reported will have a response within 1 business day. Issues reported are triaged and  

escalated based on severity of issue.  

 

Direct contact information of your client success manager will be provided to customer admins. 

Technical support is available by phone, email or in the application itself. 

 

5.2.2 How will your team interface with Customer?  

 

At Infosec, we are dedicated to helping our customers establish their security awareness training programs 

as quickly and effortlessly as possible. From the very first day, we collaborate closely to configure your 

system, provide tailored training recommendations, and ensure you are familiar with every feature. 

After the implementation is complete, you will continue to work with one of our award-winning Client 

Success Managers. As Certified Security Awareness Practitioners, they will offer best practices, benchmarks, 

and expert guidance to help you build and enhance your training program. Their goal is to help you 

accelerate the ROI of your training efforts and achieve your business and security objectives. 

 

Client Success Manager 

Your dedicated client success- manager will work with you to ensure your security 

awareness training program succeeds. Your CSM will help you develop training 

strategies, explore new content, and ensure you get the most out of the Infosec Skills 

platform. 

 

Implementation Specialist 

The implementation specialist helps you configure Infosec Skills before you launch your 

training program. Your implementation specialist will help with technical configuration 

and integrations. 
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5.2.3 Are there any goods or services not outlined in the Scope of Work that you wish to offer?  

 

Infosec offers Boot Camps and Cybersecurity Awareness Solutions outside of Technical Skills. 

Further information can be provided by request.  
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5.2.4 Describe your experience working with government agencies as customers.  

 

Infosec commonly works with government agencies and have a variety of State and local agencies 

as clients. It is common for Infosec to reply to RFPs, but also for direct relationships to 

government and state agencies.  

 

5.2.5 Any major requirements that cannot be met by your firm?  

 

No 

 

5.2.6 List the business location(s) out of which your firm’s team members will work from. You are 

encouraged to provide options to cover other geographic areas besides the Dallas/Fort Worth area.  

 

Infosec has employees throughout the United States. Most members of the Customer Success 

Team are based in the Central time zone. 

 

5.2.7 Provide a general overview of your company including its size, years in business, experience and 

major clients. How long have you been specifically in this type of business?  

 

In 2022, Infosec (https://www.infosecinstitute.com/about-us/) was acquired by Cengage Learning Inc. 

(doing business as Cengage Group), a global leader in educational technology. Cengage Group 

supports students from middle school through graduate school and has grown into one of the 

largest edtech companies in the world. This acquisition has further solidified Infosec's status as 

the preferred provider of cybersecurity training within the education sector.

 
 

                                            
                           

200 

Infosec Institute
Founded

2010

Intense School
acquired

2012

Mentored Online
courses launched

201 

Launched Infosec I 
(formerly SecurityI )

201 

Launched
Infosec Skills

Provide in-person advanced Ethical
Hacking training for F500,  S intelligence,

military   fed. law enforcement

Offer custom security awareness
programs   role-based training to

some of largest clients

Significantly expand training
program with more courses

Developed and released SaaS
security awareness platform

Develop on-demand cybersecurity
skills platform to upskill teams and

close skills gap.

202 

Launched Career
Immersives

Created a training program to help
professionals obtain a career in

cybersecurity

Partnered with one of the largest education
technology companies to continue to work

towards closing talent and skill gaps

2022

Acquired by
Cengage Group

https://www.infosecinstitute.com/about-us/
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Infosec helps cyber professionals advance their careers with hands-on skill development and 

certification courses while also empowering all employees with security awareness and privacy 

training to stay cyber-safe at work and home. More than 70% of the Fortune 500 have relied on 

Infosec Skills to develop their security talent and teams.  With a proven track record over 20 

years, we have trained more than 5 million learners in 185 countries to be more cyber-resilient.  

 

 

5.2.8 Describe your invoicing process. Payment terms? Is payment by credit card accepted?  

 

Invoices are sent directly to the client by Infosec. Payment terms are Net 30. Credit Cards are 

accepted.  

 

5.2.9 Include a list of similar contracts (five or so preferably) awarded within the last 5 years.  

 

Infosec works with a variety of state and local governments such as: 

• Clark County School District 

• State of Vermont 

• State of Minnesota 

• West Palm Beach School District 

• State of Texas (various DIR and educational contracts) 

• State of Wisconsin 

 

5.2.10 Identify any contracts within the past three years that have been terminated due to non-

performance.  

N/A 

 

5.2.11 State the warranty that may apply to the goods or services you are proposing 

N/A 
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TAB E - Technical Proposal  

 

5.1.1 Provide a catalog of the training courses you offer. This may be attached via a weblink or a 

document insert. Which courses are online only versus available on the customer’s site?  

o https://www.infosecinstitute.com/globalassets/downloads/skills-course-catalog.pdf 

o Infosec Skills courses are only available online. 

 

5.1.2 Describe how your firm offers a complete online technical skills training catalog to allow for building 

skills, from basics to advanced troubleshooting.  

 

Infosec Skills Target Audience: 

 

• Organizations: Companies and businesses looking to train their employees in cybersecurity best 

practices and techniques to protect their systems and data.  

• Cybersecurity Professionals - Those already working in the cybersecurity field seeking to 

enhance their skills or stay up to date with the latest trends and technologies.  

• IT Professionals – Individuals working in IT roles who want to specialize in cybersecurity or 

improve their understand of security practices.  

 

Infosec Skills covers a wide range of proficiency levels within its on-demand upskilling platform. 

These proficiency levels typically include:  

• Beginner: Courses and resources designed for individuals who are new to cybersecurity and need 

to build foundational knowledge and skills.  

• Intermediate: Content aimed at learners who have a basic understanding of cybersecurity 

concepts and want to deepen their knowledge and expertise in specific areas.  

• Advanced/Expert: Learning paths and Cyber Ranges designed for those that already possess a 

high level of proficiency cybersecurity and seek to stay at the forefront of industry trends and 

developments. By offering content across these proficiency levels, Infosec Skills can accommodate 

learners at various stages of their cybersecurity journey, from beginners to experts.  

 

5.1.3 Describe what additional fees are charged for providing training on the customer’s site.  

 Customer site training is unavailable for this product. 

 

5.1.4 Describe how you may offer comprehensive technical skills courses, encompassing topics related to 

electrical, mechanical, HVAC, plant management, and OSHA safety.  

 

 These types of technical skills courses are not offered by Infosec. Infosec provides technical 

skills in IT related subjects related to cybersecurity. 

 

https://www.infosecinstitute.com/globalassets/downloads/skills-course-catalog.pdf
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5.1.5 Describe how your courses cover foundational skills through advanced troubleshooting.  

 

Infosec Skills  

 pskill and certify cybersecurity talent with unlimited, on-demand access to 1,400+ role-based courses 

and hundreds of hands-on labs — or upgrade to a boot camp for live, instructor-led training guaranteed 

to get your team certified.  

 

Learn more about Infosec Skills:  

» Product overview brochure  

» Product website  

» Security team role-based training plans  

 

Infosec Skills covers a wide range of proficiency levels within its on-demand upskilling platform. 

These proficiency levels typically include:  

• Beginner: Courses and resources designed for individuals who are new to cybersecurity and need 

to build foundational knowledge and skills.  

• Intermediate: Content aimed at learners who have a basic understanding of cybersecurity 

concepts and want to deepen their knowledge and expertise in specific areas.  

• Advanced/Expert: Learning paths and Cyber Ranges designed for those that already possess a 

high level of proficiency cybersecurity and seek to stay at the forefront of industry trends and 

developments. By offering content across these proficiency levels, Infosec Skills can accommodate 

learners at various stages of their cybersecurity journey, from beginners to experts.  

 

 

5.1.6 In your proposal, describe the features of your training offerings such as:  

• Virtual Instructor-led Training  

• Online Training  

• On-site Training at Customer Location  

• Bulk Discount Programs  

• Course Catalog  

• Webinars  

 

 

Infosec supports cyber security upskilling aligned NICE framework, MTIRE ATT&CK framework and 

common business skills associated with the following roles:  

• Cybersecurity beginner  

• Security Engineer  

• Penetration tester  

• Digital forensics analyst  

• Information risk analyst  

https://www.infosecinstitute.com/globalassets/downloads/skills-flyer.pdf
https://www.infosecinstitute.com/skills/
https://www.infosecinstitute.com/globalassets/downloads/infosec-skills-cybersecurity-talent-development-playbook.pdf
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• Security architect  

• Soc analyst  

• Cloud security engineer  

• Security manager  

• OT security practitioner  

• Secure coder  

• Privacy manager  

 

The Infosec Skills solution provides learners with a variety of different learning experiences 

intended to engage with learners in different ways. These different modalities are typically what 

makes up a learning path.  

• Skill Assessments: Skill Assessments: A general skill assessment at the beginning of a learning 

path benchmarks the learner's understanding. This assessment ranks participants as novice, 

intermediate, or advanced practitioners. Learners are encouraged to retake this assessment 

throughout the learning path to reassess and track their progress. The platform records their first 

and best scores, enabling them to measure personal growth.  

• Courses: Learners then move on to structured video coursework, which consists of presentation-

style material and on-screen demonstrations.  

• Projects/Labs/Cyber Ranges: Learners are then tasked with applying their knowledge through 

hands-on activities. Cyber Ranges consist of various lab activities housed within a hosted virtual 

machine. In these labs, learners receive in-depth guidance, enabling them to apply the skills they 

have learned throughout the learning path.  

 

Infosec Skills lets users organize attach education and continuous upskilling as a function of the 

business. The Skills Teams features allow for education to become the pathway to professional 

development and an on-the-job tool to overcome challenges. And this capability is only impactful 

because of aggressive approach to remaining current. The platform assembles training on new 

skillsets and frameworks bringing applications to tools like AI to the cyber security space. Our 

instructors are thoroughly vetted with at least 10 years of experience in cyber and contributing 

members of certifying bodies. Curriculum is expertly designed by instructional design specialist to 

make the most of the time people spend learning. And platform users have access to a community 

of their peers sharing and collaborating on solutions or engaging in dialogue about their 

respective cyber security disciplines.  

 

Infosec Skills solution features an ambitious content strategy. New learning paths and labs are 

added to the content library each month. The content is aligned with certifications and 

frameworks like MITRE ATT&CK, as well as new and emerging disciplines. This schedule of releases 

ensures continuous updates to our back catalogue to stay in line with external standards from 



 

 11 

certifying bodies and frameworks. Additionally, it includes a stream of new and emerging 

disciplines, covering subjects such as AI and Zero Trust.  

 

The skills platform allows for integrations by way of SAML 2.0 for learner roster management. This 

also enables deep linking and provisioning on demand into the solution. Additionally reporting 

metrics for learning path completion can be retrieved from the solution to mark completion and 

progress back to external learning tools such as Workday LMS.  

 

The skills product offers its users unlimited access to thousands of hours of cyber security 

content. With hundreds of ready to use learning paths including  5 certification-based paths. 

Individual modular components of these learning paths such as videos, labs, and assessments can 

be reassembled into custom learning paths as a self-service feature of the platform. Custom and 

system learning paths can be assigned to learners/groups of learners for completion tracking and 

CTAs like reminder notifications. 

 

5.1.7 Describe any training that has been approved by the Texas Commission on Environmental Quality 

(TCEQ) or other states’ approved training programs.  

  

Infosec is currently an approved vendor on the Texas DIR contract. 

 

5.1.8 Describe training that you can provide that meets federal training requirements such as OSHA, 

 SDA, FEMA, etc.  

N/A 

 

5.1.9 What sets your business apart from your competitors?  

 

Infosec’s business stands out from our competitors in several key ways: 

1. Comprehensive Content: We offer a vast library of up-to-date and relevant content covering 

a wide range of information security topics. Our content is developed by industry experts 

and is continuously updated to reflect the latest trends and threats. 

2. Hands-on Learning: We emphasize practical, hands-on learning experiences to develop real-

world skills. Our platform provides interactive labs, simulations, and virtual environments 

that allow users to apply their knowledge in a realistic setting. 

3. Personalized Learning Paths: We understand that every learner has unique goals and skill 

levels. Our platform offers personalized learning paths tailored to individual needs. This 



 

 12 

ensures that users can focus on the areas that matter most to them and progress at their 

own pace. 

 . Industry-Recognized Certifications: We offer training programs that align with industry-

recognized certifications. Our platform prepares learners for certification exams, giving 

them a competitive edge in the job market and validating their expertise. 

5. Continuous Skill Development: Information security is a rapidly evolving field, and we 

recognize the importance of staying ahead. We provide ongoing support and resources to 

help users continuously develop their skills and stay up-to-date with the latest industry 

trends. 

Overall, our commitment to comprehensive content, hands-on learning, personalized paths, 

industry-recognized certifications, and continuous skill development sets us apart from our 

competitors. 

 

5.1.10 Describe how a customer would order services from your firm.  

 

The North Central Texas Council of Governments (or their clients) would reach out directly to 

Jennifer Thanas, Enterprise Account Executive, to begin purchase (if a new contract). Jennifer 

would provide a Statement of Work for signature and work directly with the contact person for 

proposal, demonstration, and contracting. 

 

In the case of an existing client adding more licenses, the client would reach out directly to their 

assigned Customer Success Manager.  

 

5.1.11 How long after an order will it take to provide training? What is a typical schedule?  

 

As soon as an order for training or a Skills license in purchased, Customer Success can add the 

user immediately. Implementation can typically begin on a new contract once the contract has 

been submitted and introduction to the customer has been made, typically in 2  hours.  

 

The Infosec Skills platform is a SaaS platform with online access for immediate training review. 

 

5.1.11 What quality control measures do you have in place?  

 

To maintain high-quality standards for Infosec Skills, we have implemented the following quality 

control measures: 
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1. Content Review: We have a dedicated team of subject matter experts who review all 

content before it is published on the platform. This ensures that the material is accurate, 

up-to-date, and aligned with industry best practices. 

2. Expert Contributors: We collaborate with industry professionals and experts to develop our 

content. Their expertise and experience help ensure the accuracy and relevance of the 

information provided. 

3. Regular Content Updates: The field of information security is constantly evolving, with new 

threats, technologies, and best practices emerging regularly. We have a process in place to 

regularly update our content to reflect these changes, ensuring that our users have access 

to the most current and relevant information. 

 . User Feedback and Reviews: We actively encourage user feedback and reviews on our 

platform. This feedback helps us identify areas for improvement and address any concerns 

or issues raised by our users. We take user feedback seriously and use it to continuously 

enhance the quality of our content and platform. 

5.  uality Assurance Testing: Our platform undergoes rigorous testing to ensure its 

functionality, usability, and performance. We have a dedicated quality assurance team that 

conducts various tests, including functional testing, compatibility testing, and performance 

testing, to identify and address any issues or bugs before they impact the user experience. 

 . Certification Alignment: We align our training programs and content with industry-

recognized certifications. This ensures that our users are prepared for certification exams 

and that our content meets the high standards set by these certifications. 

By implementing these quality control measures, we strive to deliver a high-quality learning 

experience to our users, ensuring that the content is accurate, up-to-date, and aligned with 

industry standards and best practices. 

 

5.1.12 How would you improve your ability to meet growing demand?  

 

Infosec actively collects user feedback and analyze data to identify areas for improvement. By 

listening to our users' needs and preferences, we can make data-driven decisions to enhance our 

offerings, prioritize feature development, and refine our content to better meet the growing 

demand. This could be examples of adding more staff, looking for strategic partnerships, and/or 

product review.  

 

5.1.13 What are some current issues that may affect your ability to meet demand?  

N/A – None to be expected 
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5.1.14 Explain what is involved in the implementation of a new customer account.  

 

5.1.15 Identify any subcontractors or third-party services that will be utilized in the performance of a 

contract.  

N/A 

 

5.1.16 Describe and clearly indicate any exceptions to the specifications or requirements found in this 

RFP.  

N/A 

 

5.1.17 Provide any other additional information you feel is necessary that describes why your firm is the 

best choice.  

 

Infosec’s mission is to put people at the center of cybersecurity. We help IT and security 

professionals advance their careers with skills development and certifications while empowering 

all employees with security awareness and phishing training to stay cyber-safe at work and home.
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TAB F - Pricing  
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TAB G - Required Attachments  
- This section has been completed and signed by Cengage Learning: DBA Infosec’s 

Head of Sales, Jarrod Mayes. These documents have been attached in a separate 
document due to PDF files associated with Docusign. This attached document is 
named “Completed Tab G – Required Attachments. 

- Exhibit 3 to Follow: 
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Not Applicable 

 

Not Applicable 

 






























